Riverside Dental Practice

Privacy Notice for Patients including children

This privacy notice sets out how Riverside Dental Practice uses and protects any information that
you give when joining the practice.

The practice is committed to complying with the General Data Protection Regulation (GDPR), the
Data Protection Act 2018, GDC, NHS and other standards.

The person responsible for Data Protection is Dr. Megha Sethi.

What type of information do we hold?

* Personal details such as your address, date of birth, phone number and email address

* This is for the provision of dental health care, providing treatment plans, estimates and
recalls

* Details of your NHS number and entittement to healthcare treatment and exemption status if

applicable

Personal details of family members or emergency contact details

Medical history including your GP’s name and address

Past and present dental history including x-rays and photographs

Information about the treatment we have proposed and provided along with its price.

Notes of conversations or incidents that might occur for which a record needs to be kept

Records of permission or consent for treatment.

Correspondence to other healthcare professions such as referrals

Financial information relating to your treatment

Details of any complaints made

Why do we need to keep this information?

We need to keep records of personal information regarding our patients in order to provide safe
and appropriate dental care and treatment. It is also used to maintain accurate treatment records.

We also need to process personal data about you if we are providing care under NHS
arrangements and to ensure the proper management and administration of the NHS.

Our legal basis for processing data is:

« Consent

« Legitimate interest - Processing is necessary for the performance of our care for patients and
for defence of legal claims

« Data relating to your health care records is classed as special category data. Our legal basis
for processing this is that it falls under Legal claims or judicial acts and Health and Social
Care (Article 9 UK GDPR (f,h)).



